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Although 76% of U.S. adults say having a will is important, only 40% actually have one. The most common
excuse is, "I just haven't gotten around to it." It's probably not surprising that older people are more likely to have
a will, but the percentage who do is relatively low considering the importance of this legal document.

Source: Caring.com, 2019
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Four Things to Consider Before Refinancing Your Home
Mortgage refinancing applications surged in the
second week of March 2020, jumping by 79% — the
largest weekly increase since November 2008. As a
result, the Mortgage Bankers Association nearly
doubled its 2020 refinance originations forecast to $1.2
trillion, the strongest refinance volume since 2012.1

Low mortgage interest rates have prompted many
homeowners to think about refinancing, but there's a
lot to consider before filling out a loan application.

1. What is your goal?
Determine why you want to refinance. Is it primarily to
reduce your monthly payments? Do you want to
shorten your loan term to save interest and possibly
pay off your mortgage earlier? Are you interested in
refinancing from one type of mortgage to another (e.g.,
from an adjustable-rate mortgage to a fixed-rate
mortgage)? Answering these questions will help you
determine whether refinancing makes sense and
which type of loan might best suit your needs.

2. When should you refinance?
A general guideline is not to refinance unless interest
rates are at least 2% lower than the rate on your
current mortgage. However, even a 1% to 1.5%
differential may be worthwhile to some homeowners.

To determine this, you should factor in the length of
time you plan to stay in your current home, the costs
associated with a new loan, and the amount of equity
you have in your home. Calculate your break-even
point (when you'll begin to save money after paying
fees for closing costs). Ideally, you should be able to
recover your refinancing costs within one year or less.

Rear-View Look at Mortgage Rates
In a single year, the average rate for a 30-year mortgage fell by 0.75%. Low mortgage interest rates often prompt
homeowners to refinance.

Source: Freddie Mac, 2020 (data as of first week of April 2020)

While refinancing a 30-year mortgage may reduce
your monthly payments, it will start a new 30-year
period and may increase the total amount you must
pay off (factoring in what you have paid on your
current loan). On the other hand, refinancing from a
30-year to 15-year loan may increase monthly
payments but can greatly reduce the amount you pay
over the life of the loan.

3. What are the costs?
Refinancing can often save you money over the life of
your mortgage loan, but this savings can come at a
price. Generally, you'll need to pay up-front fees.
Typical costs include the application fee, appraisal fee,
credit report fee, attorney/legal fees, loan origination
fee, survey costs, taxes, title search, and title
insurance. Some loans may have a prepayment
penalty if you pay off your loan early.

4. What are the steps in the process?
Start by checking your credit score and history. Just as
you needed to get approval for your original home
loan, you'll need to qualify for a refinance. A higher
credit score may lead to a better refinance rate.

Next, shop around. Compare interest rates, loan
terms, and refinancing costs offered by multiple
lenders to make sure you're getting the best deal.
Once you've chosen a lender, you will submit financial
documents (such as tax returns, bank statements, and
proof of homeowners insurance) and fill out an
application. You may also be asked for additional
documentation or a home appraisal.
1) Mortgage Bankers Association, March 11, 2020
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Could You Be Responsible for Your Parents' Nursing Home Bills?

In 26 states (and Puerto Rico), laws generally hold
children financially responsible for certain debts of
their parents. These laws are referred to as filial
responsibility laws (or filial support or filial piety laws).

The details of filial responsibility laws vary by state.
Most require that a parent must be deemed unable to
pay for the costs of basic care and support before a
child may be held responsible. And most states
consider the child's ability to pay before holding the
child liable for the cost of a parent's health care.

Filial responsibility laws are generally not enforced.
But one 2012 case out of Pennsylvania may provide
an example of how these laws might be used. Health
Care & Retirement Corporation of America v. Pittas
addressed the question of whether a child can be held
responsible for the health-related debts of a parent.

The court found an adult son responsible for $93,000
in nursing home costs incurred by his mother. The
court also ruled that there was no duty to consider the
parent's other possible financial resources for
payment, which included her husband and two other
adult children, or the fact that an application for
Medicaid assistance was pending at the time of the
claim against the child. The court found that the
plaintiff had met its burden under the law by proving
the child had the financial means to pay the
outstanding bill.

States with Filial Responsibility Laws, 2019

As the Pennsylvania case illustrates, filial responsibility
laws may come into play in situations when a parent
incurs expenses for long-term care and lacks the
financial means to pay them. This is not an issue when
someone becomes eligible for Medicaid, because
Medicaid pays for most long-term care services and
does not require the recipient's children to contribute
funds toward the parent's care; later, funds can be
recovered through the Medicaid estate recovery
process. In addition, federal law bars a nursing home
from requiring a third-party guarantee of payment as a
condition for either admission (or expedited admission)
or continued stay of a patient.

What happens when a person admitted to a skilled
nursing facility doesn't qualify for Medicaid but lacks
the financial resources to pay the bill? For example, it's
not uncommon for aging parents to gift assets to their
children in order to qualify for Medicaid.

Under current rules, there is a five-year look-back
period from the time the application for Medicaid is
made. Gifts made during this look-back period may
disqualify an applicant from receiving benefits for a
certain period, which could be up to several months. In
Connecticut, for example, nursing homes have the
right to pursue claims against children of patients who
made disqualifying transfers of assets (gifts) within two
years of applying for Medicaid benefits.

Even though filial responsibility laws haven't been
prevalent, soaring long-term care costs could continue
to place a growing burden on Medicaid, pushing
federal and/or state government budgets higher. More
of the cost of health care could shift to patients and
their families, giving nursing homes and other
health-care providers more incentive to pursue claims
against children for the unpaid costs of care provided
to their parents.

In any case, filial responsibility laws provide yet
another reason for families to plan for long-term care.
Talk to a qualified attorney if you have concerns or
need more information regarding your specific
situation.
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Going Mobile
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After a slow start, mobile payment usage is growing in
the United States. In 2019, an estimated 64 million
Americans (about 29% of smartphone users) made a
point-of-sale proximity payment with their mobile
phones at least once in the previous six months.
Mobile peer-to-peer applications, which allow
transactions between individuals, have been even
more widely adopted, with 69.2 million users in 2019.1

Younger people have been the fastest to adopt these
new technologies, but mobile payment apps offer
features that could be helpful for consumers of any
age.

Proximity Payments
A proximity payment involves using your mobile phone
to pay at a point-of-sale terminal, typically by scanning
a barcode generated on your phone or tapping the
phone on the terminal (or holding it close) using
near-field communication technology. This allows you
to use a mobile phone instead of a credit card or debit
card. The mobile payment application is connected to
your bank account, a credit card, or a balance within
the app.

Proximity payments were originally dominated by
proprietary applications controlled by mobile phone
manufacturers, but apps offered by specific merchants
are now competing with the more general apps. Banks
and credit-card companies are also entering the sector
as they face competition from new technologies.

Peer-to-Peer Payments
Whereas proximity payments perform a similar
function to a credit card or debit card, peer-to-peer
payments can replace cash or a personal check.

For example, one member of a group might pay the bill
at a restaurant or one roommate might pay the rent,
and others can transfer their shares of the payment to
the payer through a peer-to-peer application. Such
applications are also useful for transferring funds to
college students. The payment app is typically
connected to the bank accounts of both parties.

Security Concerns
More than half of consumers across all age groups
express concerns about the security of personal
information when using mobile payment technology.2
With proper precautions, however, paying with your
phone could be more secure than paying with plastic.

Most mobile payment apps generate random numbers
or tokens, so the merchant does not receive your
underlying financial information. (Linking to a credit
card offers greater protection from fraud than a debit
card or bank account.) Strong passwords and
fingerprint access or facial recognition on mobile
phones add another layer of protection. However, it's
important to be vigilant against phishing or malware
attacks, just as you would with your computer.
1–2) eMarketer, 2019
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